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5. SCC (HEEH) RXHIUVHIER)

Between

[

[

hereinafter “data exporter”
and

[
[

hereinafter “data importer”

each a “party”; together “the parties”.

(HFH)

[

[

(UAFITF—58HE 1&£0V5)
PN

[

[

(UTFTTF—28AE 1END)

DATA TRANSFER AGREEMENT
BEAT 52BN

1 (nhame)
1 (address and country of establishment)

1 (nhame)
1 (address and country of establishment)

1(&%F)

JEFRBLVIRZRTSENER)

1(&%5)
JEFRBLVIRZRTSENER)

UT.ELUFHELFH ) BILTImERE LD,

Definitions

E &

For the purposes of the clauses:

AEZHITEWT. ROABRFENENRODEREEFT 5,

(a) “personal data”,“special categories of data/sensitive data”,“process/processing”, “controller”,
“processor”, “data subject” and “supervisory authority/authority” shall have the same meaning as in
Directive 95/46/EC of 24 October 1995 (whereby “the authority” shall mean the competent data
protection authority in the territory in which the data exporter is established);

MEAT—21. T RATI)—DOT—2 /BT —2421. 108 TE18E | NEE | F—2FK1E
FUTESEEHERE 1 &%, 1995 4 10 B 24 H 95/46/EC I 55 (LU TFTREIE S I1ELVD) IZEHIENKRERT
B, 10, BT B#E 1 LXT— 8B E DRI D EET — 2R EEEHEEIET .

(b) “the data exporter” shall mean the controller who transfers the personal data;

[F—SELE L BAT BT SEEEEERT 5,

(c) “the data importer” shall mean the controller who agrees to receive from the data exporter personal data
for further processing in accordance with the terms of these clauses and who is not subject to a third

country’ s system ensuring adequate protection;

[T—R8AE EF RZWIRENT 2B ENSBEANT —2ZEZBLEOEAT—2EREZHIH®
WRETHELICRBELE-EEETH- T REHEFT LOTHEREDERANLCNEEERT D,



(d) “clauses” shall mean these contractual clauses, which are a free—standing document that does not
incorporate commercial business terms established by the parties under separate commercial
arrangements.

TR 1 &F, RRERPFIASCOZTEKRL, CNEFACHEEERMTHSNES R XA LD EEE
BFEELY

The details of the transfer (as well as the personal data covered) are specified in Annex B, which forms an
integral part of the clauses.

BEDFMS SURMRBEANT —2THHE B ICERE SN TLHBEYET S,

I. Obligations of the data exporter

T—REHEDORR

The data exporter warrants and undertakes that:
T—ABHEEX. LTOETOEIEICDLWTRIEL. M. BITREDET S,

(a) The personal data have been collected, processed and transferred in accordance with the laws applicable
to the data exporter.

T—AEEEE. BOICEAINDESERTEL GDPRIZHL, BAT—2ZEE. VIEH LUBERLT:,

(8 5] [T—58WEECSERASNDER 1EE. REBFICEDE EU MBEAFIEL-EREZEKR
3%, BL. BERIZETIEL GDPR ERABZHIRNETH S, cD(@DHREDEEKHERIL. T—4
B EANBEARDEANT—2DHG - NIE-FBERIZRIL GDPR 6 OLEDEEEDRML(T—2E
KORBECT—AHHEDIELFED DERK. 13K 14 KOT—EEEADFERIRBEIToMIEH
ZRIET DENSITETH S,

(b) It has used reasonable efforts to determine that the data importer is able to satisfy its legal obligations
under these clauses.

T—RHHEX. FENLEE HERILI-LE T, T30 ABNARZN LD EZNEHREFEBITTES L5
L=,

(c) It will provide the data importer, when so requested, with copies of relevant data protection laws or
references to them (where relevant, and not including legal advice) of the country in which the data
exporter is established.

TAHMEEX. TAMABENSEREINGE ., THAREEDHKIETHS EUMBEDOEANT
—S{REEXREIL GDPRIE (X ZDEESEHFR (BLEMTF NS RZRO DIAE—ZRHT 51D
ET %

(d) It will respond to enquiries from data subjects and the authority concerning processing of the personal
data by the data importer, unless the parties have agreed that the data importer will so respond, in which
case the data exporter will still respond to the extent reasonably possible and with the information
reasonably available to it if the data importer is unwilling or unable to respond.



TAEHEE. TARABICLSBEAT—SORECEL, T2 ARFLFEERENISEED
BERITEE. CNICRETLHLDET D,

BL. BAFEEBRMTT —2BAELNEETHEEELEEEER COBE. T—2BAELNREEE
AEEIFEBETELGNEER, T—2BEE L. S EMICR TAFTESIFERICE DT AEMIC RS
B TRZELLTNIEESR0,

Responses will be made within a reasonable time.

FEOEEE. SEMHRNICESNETREEESE,

(e) It will make available, upon request, a copy of the clauses to data subjects who are third party
beneficiaries under clause III, unless the clauses contain confidential information, in which case it may
remove such information.

T—AHHEE. T—AER(FE N [CHIEEZIR/ELLDI) MOERINIGE . KZHDIE—
ZiRI LD ET D,
BL. AZHITHEFRASFENDE L LM EFRZHIRTESLNDET D,

Where information is removed, the data exporter shall inform data subjects in writing of the reason for
removal and of their right to draw the removal to the attention of the authority.

COGE. TAREER. TAERICHIRERS SV ZOHIRICEALT -2 ERICTEEHEICE
BEHLITHEFNHAOLEEB TRALITNIEGSALY,

However, the data exporter shall abide by a decision of the authority regarding access to the full text of
the clauses by data subjects, as long as data subjects have agreed to respect the confidentiality of the
confidential information removed.

EREIZADDLT, TREEE L EERENT —2ERIZEIXRZHOEEHZRIEFNHEERTE
LI=B & . T2 HAHIRIEROMBERFICRET S EERMELT, SRREIRDOLBHNITES
A

The data exporter shall also provide a copy of the clauses to the authority where required.

TAEEE BERENSERSNEEL. AZPOIE—ZRHE LG HTNIEESEL,

II. Obligations of the data importer

T—RRAEDEH

The data importer warrants and undertakes that:
T—ABAEE. L TOLTOEIELZRIL. hD. BITTHLDET D,

(a) It will have in place appropriate technical and organisational measures to protect the personal data
against accidental or unlawful destruction or accidental loss, alteration, unauthorised disclosure or
access, and which provide a level of security appropriate to the risk represented by the processing and
the nature of the data to be protected.

T—RMAZE FEANT 5% FRICEHEFRILILELLGEE, FHCKDREK . WE. F=3. BiE
ROFATHLLITT VAN RET H-DBE UGN E SFUHEBIIEEZELSIDET S,
COHEF, RESNIRNE/AT E2ONEEITEAAT—E2ORABNLTFEESNDRVIZHIELT=
BUELRILDEF L) TA—AHERSNDED TEHFNIEESRELN,



(b) It will have in place procedures so that any third party it authorises to have access to the personal data,
including processors, will respect and maintain the confidentiality and security of the personal data.

T—HBMAEX, BoMEAT —EADT I EREHALEEBEAT—20ONEBEREL-LEEEE
) PMEAT —FOMEL SV EF 2 T—ZH BT OIODELGREZELDILDET S,

Any person acting under the authority of the data importer, including a data processor, shall be obligated
to process the personal data only on instructions from the data importer.

T—RRAEDEETTTHIHE (NEEZEL)EL2T. T HHAZEDERITE DV TOAEA
TR REBLETNIEGESAEL,

This provision does not apply to persons authorised or required by law or regulation to have access to
the personal data.

ERIFCGERICEVEAT—RICT I ERT HIEEHASNEFERSNFBICITERHINGL,

(c) It has no reason to believe, at the time of entering into these clauses, in the existence of any local laws
that would have a substantial adverse effect on the guarantees provided for under these clauses, and it
will inform the data exporter (which will pass such notification on to the authority where required) if it
becomes aware of any such laws.

TABMAEIL, AR AT ARZN ELRIEL-FEHOBTICERZEES A TNAHLHEN
ERAHAHEELLIAEMNERZFLTLVAEL,

T—RRAER. EOLIGERTOFEREEN G T —SRHB BT 530 ETH(T—28HE
[T AR LEERSNDIGE . CNEEEHREISENTS00DET D).

(d) It will process the personal data for purposes described in Annex B, and has the legal authority to give
the warranties and fulfil the undertakings set out in these clauses.

T—HWAEIL. K BICEDSEMDI=OEAT —2ZLETHL0DET D, T—2HAE L. K2
HICEOHDRIEBIVHRELNDOINCEREITT HIEHIERZE T 5,

(e) It will identify to the data exporter a contact point within its organisation authorised to respond to
enquiries concerning processing of the personal data, and will cooperate in good faith with the data
exporter, the data subject and the authority concerning all such enquiries within a reasonable time.

T—HWMAEIX BAAT—2OLECET HHENEHOEICAET H-HDHRADERTLET —FEHE
[SBEIL, M2, £ TORVELEICHLEBMNBRNICEET 655, T—2HE. T—2EMAE X
UEERBEERRICHNTEIIDNET D,

In case of legal dissolution of the data exporter, or if the parties have so agreed, the data importer will
assume responsibility for compliance with the provisions of clause I(e).

TAMAEX, TAEMHENERELBRLSE ., TR AEAEENGELEE S (T 42X
RITH T HARZHOIE—RM) [CEHLIERHZESIETZITHEDET S,

(f) At the request of the data exporter, it will provide the data exporter with evidence of financial resources
sufficient to fulfil its responsibilities under clause Il (which may include insurance coverage).



TABAEL, T—’;'lﬁnu.'i'.%b\b FREINBE . FE (T —2EHES LIV T —SBAETOERR
BRITT—2ERDE=ZZHEHELLTOER) ITEINKEREBITTADICHRILENET S HAH (B
18 Eﬁ:llﬁo)ulE%'C-tJ:L‘)’éT —SEBHEICIRET 521D ET S,

(g) Upon reasonable request of the data exporter, it will submit its data processing facilities, data files and
documentation needed for processing to reviewing, auditing and/or certifying by the data exporter (or any
independent or impartial inspection agents or auditors, selected by the data exporter and not reasonably
objected to by the data importer) to ascertain compliance with the warranties and undertakings in these
clauses, with reasonable notice and during regular business hours.

T—RWMAEF. TAREENSERINEE . T—28EE (X ET—28ME &I RELI-HIT
FIMEBEANTT —AHAEZITEEIGELE) A —’;‘linu]\%( KOREZHETFKREIRILT 516,
BAT—2HBNEBEIN TSR CTUEBICET 5T 2 I7MILEBLUVRFaAVNEEETHILE2IT
ANnd. BL. EEMLGFERLVEEDEXRHRPOEREEHLT D,

The request will be subject to any necessary consent or approval from a regulatory or supervisory
authority within the country of the data importer, which consent or approval the data importer will
attempt to obtain in a timely fashion.

TREAEF, LREBICOVTTHBAEDOFEENLABOREF EHANLELGIHE ., &
ZREFIFHFATEERICRFTHEDET S,

(h) It will process the personal data, at its option, in accordance with:
T—ABAE L. ZOZEIRIZKY., ROWVWTRMHRMEAANT—2ENET 3D ET S,
i. the data protection laws of the country in which the data exporter is established, or

T—AHHEDHKIETHS EUMBEICEWVNTEU T2 RERFICEIERIESNBEAT—2
AT [BREFRTIE GDPR]

ii. the relevant provisions (*1) of any Commission decision pursuant to Article 25(6) of Directive
95/46/EC,
where the data importer complies with the relevant provisions of such an authorisation or decision
and is based in a country to which such an authorisation or decision pertains, but is not covered by
such authorisation or decision for the purposes of the transfer(s) of the personal the personal data
(x2), or

T—RBMAEN, REESE 26 £F 6 BITE K+ HURENERRELETLADAKREER
(SRR ZERLTLDH, ﬂEI)KT—’SlO)?zEr\LEEIL'C(iéMEEE@&EH%’&%HB*L@L\% 5. H&
ECEDDEANT—SNIEIZEHT HIRE

(*1)“Relevant provisions” means those provisions of any authorisation or decision except for the
enforcement provisions of any authorisation or decision (which shall be governed by these
clauses).

(*2) However, the provisions of Annex A.5 concerning rights of access, rectification, deletion and
objection must be applied when this option is chosen and take precedence over any comparable
provisions of the Commission Decision selected.

iii. the data processing principles set forth in Annex A.

AR A ICEDDEANT—20IERA



Data importer to indicate which option it selects: [ ]

L& i~ii OSBT—FHAZBINBALBAT—2ONEBEE(ZHRICEE T H2L): ([ ]
Initials of data importer: [ ]
T—ABMABDHERER (1=IvIL): [ ]

(i) It will not disclose or transfer the personal data to a third party data controller located outside the
European Economic Area (EEA) unless it notifies the data exporter about the transfer and

TREAE T, BRMEFEE (EEA) BN H LMD T —2EERE(E=T—2EEEDICEAT—42
ERRFEEIBBELEVLDET D,
BL, T—5WAENT —2BHECEDEFIBHLADRDOVT A DHZEERL,

(i) the third party data controller processes the personal data in accordance with a Commission decision
finding that a third country provides adequate protection, or

E=THEEBOHIENTIMREEZ T TEY . TORERHITRVMEAAT—2ZELET 515
PAN

(ii) the third party data controller becomes a signatory to these clauses or another data transfer
agreement approved by a competent authority in the EU, or

BE=TREEEN. [T-2AAELORT] BREZNERIA(SCO)F 1T EU DEETBEHE K
LMD EAT — 3B ERNEHIET 5T

(iii)data subjects have been given the opportunity to object, after having been informed of the purposes
of the transfer, the categories of recipients and the fact that the countries to which data is exported
may have different data protection standards, or

T—AEEN, AAT—AOBREOEN. E=T—4BBEDHTI)—H LUV BEBIEREENN EU
BB BEANT—HRE JEEIJ’&#*%LTL\ZQ t’é%ubéhf—t LEBEBREICRNT AT E5R
ont-E&

[f2 2] EERIHREIRSIZE DL, GDPR 4 £HINERDT—AEARDRIEICEEZHZ-ELT
HLCDREBICEDETEBRIERTEIEAXERIZIFFAE L,

(iv)with regard to onward transfers of sensitive data, data subjects have given their unambiguous consent
to the onward transfer

T —ANBERBESNIEE . T AT HRABRIDLEVWREEEZS5 A28,
(2 k] T T—213RE ?‘é‘ ro#ETHAL. GDPR LDIEFRATI)—DEAT—41IZ
BEMZ1-LLTH.GDPR L% SCC HIC KD TREETEAIEAIXFAELLY,

IIl. Liability and third party rights
MAEEOEELGLURICTT—2EARDE=SHELLTOESF

(a) Each party shall be liable to the other parties for damages it causes by any breach of these clauses.
BEEBHL AZWICERLIZILICKVEF AL ZHIEEERETLIINDLET S,

Liability as between the parties is limited to actual damage suffered.



(b)

S EER TRETRESEFLIHRRDEFICRESNSGLDLET D,

Punitive damages (i.e. damages intended to punish a party for its outrageous conduct) are specifically
excluded.

FICRIMIEERE (Thbhs, BEEOBWMTAZL-EZEITH-ODEEREE) OFKRIEEDL
nigLy,

Each party shall be liable to data subjects for damages it causes by any breach of third party rights
under these clauses.

EHEFE AZNICE KT IEROE=ZZHELLTOENZRELIZCLIZKYT—2EHN
Eo-IBEEREITHLDET B,

This does not affect the liability of the data exporter under its data protection law.

fBL. LRIF. T2HEEDORIETHS EUMBEDEAT —2REXIE T HHEEDNE
FICHEZEZDLDOTEEL,

The parties agree that a data subject shall have the right to enforce as a third party beneficiary this
clause and clauses I(b), I(d), I(e), 1I(a), 1i(c), 1I(d), II(e),II(h), 1I(i), Ili(a), V, VI(d) and VII against the data
importer or the data exporter, for their respective breach of their contractual obligations, with regard to
his personal data, and accept jurisdiction for this purpose in the data exporter’ s country of
establishment.

T—AERIE, TARABE I T—FEEFH . RIE., 5£IE Ib), I(d), Ie), li(a), II(c), II(d), li(e), li(h),
1), (a), V, VI() FfzlE VIHSERLEZCEICEL, =B EFHLL T, OB EICE DEEFTET
=53MET D,

MEHEFE, BREFTEICELT B EDRIETHS EUMBEORKFIEEICIRT 5241
FEd 5.

In cases involving allegations of breach by the data importer, the data subject must first request the
data exporter to take appropriate action to enforce his rights against the data importer; if the data
exporter does not take such action within a reasonable period (which under normal circumstances
would be one month), the data subject may then enforce his rights against the data importer directly.

T—RERE. THMAEDEREMBELT 56 RYIST —IAHE ICHLEYIEEEZ LS L
ZERTDHLDET D

TREHENSEMYE GBE 1 MR LRISEYGHREZLOBWMES . T 22K BEET—
FEAFITHEFITETEDLDET S,

A data subject is entitled to proceed directly against a data exporter that has failed to use reasonable
efforts to determine that the data importer is able to satisfy its legal obligations under these clauses
(the data exporter shall have the burden to prove that it took reasonable efforts).

TAREENT —FRABICLSAZN EDRBEITRNZHE T 5 L TEENGZ HERSHEM
SFHE. T AERE BEET ABREBEICHLACOENEITETESINET 5. COSENE N
ERALEDNEDDIEIEREE. T-2RHENEILDETD

TF—SAE DRHBSFRENDERTERM] ) SCC(Set ) ITLNIE, T—2EHE (L, REZHFHMERZ, T—IHMABEDOERICHT5E
BEOEUGESRESERIEOMREZHERTILEICLY, THRABI ALV LORE (BEEREEXZZET) BT TELINED
IZOWTEBMAE HERLEITNIELESAL (Due Diligence ZE75) (2D Set 1M -0b)SHR), 2L T, LR I-O)DRED 2 DD XITIR
ESNTWSEY., T—28EE L. A EBHERSEI oIS NIGE . T—AHAZTDERHRERICKYVT—AEENEHIEE



(£2 BR] T—AR2EERFIAZHOERDLUEETIILGUVOD, RED) ITEFYE=ZZHFLLT. T4
ABFRFT—HEHEEICHL, AZHDERICEAL, ChoREICEDEEEREBRTES. Z0O
T—AEARDIBE, BROREDE=ZFED-HITTHEN(RE 537 F)ITBITEE=ZEHITHET
HbDEBRDHND,

IV. Law applicable to the clauses

These clauses shall be governed by the law of the country in which the data exporter is established, with the
exception of the laws and regulations relating to processing of the personal data by the data importer under
clause IICh), which shall apply only if so selected by the data importer under that clause.

REHDEYEL, T—2EHEDKRILE (EU MBE) DiFFEET S,
BL. T—2MAZENMEAT—2ONEIZEL IhIZEDEERL- EU MBEOEAT—2EERFER T
GDPRIZRR<,

(#2 5] LREREZHEBRRTRRY & AZHDOERET, AT —2REICELTIE GDPR(EXUE
NIZESKMBEERE) . 200 = (B ZFH ORI ITEL TIIMBEGAEFRE RETHSI,

V. Resolution of disputes with data subjects or the authority

T—EERFLEEREEOHEER

(a) In the event of a dispute or claim brought by a data subject or the authority concerning the processing
of the personal data against either or both of the parties, the parties will inform each other about any
such disputes or claims, and will cooperate with a view to settling them amicably in a timely fashion.

WINODHEEFTEAFECHL AAT—2ONE(CEALT -2 ARF-XEEHE,ISH
SFELFIL—LANRESN-BE, ARAFEFX  MFALAFECEOERAL., -, 2FZHNFZ
RIFHIMDERFCARRT DISMNTHLDET S,

(b) The parties agree to respond to any generally available non—binding mediation procedure initiated by a
data subject or by the authority.

WIFhDOHFEEL, T—2ETRFLEEEREMISBLITONT -, — R ARTRETHR DY
WEREFHRESISELADET S,

If they do participate in the proceedings, the parties may elect to do so remotely (such as by telephone
or other electronic means).

ELHEEL. COREFHREE. BREFEABFHFRFICIYERMMTITICLEZERTEDLDE
EEE

The parties also agree to consider participating in any other arbitration, mediation or other dispute
resolution proceedings developed for data protection disputes.

ISR L THEEETEEES, ThIZxL. SCC(Set DTIE. T—2ERIE. WThADEEFICLDIEHRERICKYESLIBEIZDONT, T—
AEEEICHLTHT —2MAB TR L THIETEEFE R TEHLTHEFE T (Joint and several liability) D& Z HFHIRASN TS, Ch
HSet 1& Set 1 DELIEEND—DTHA("FREQUENTLY ASKED QUESTIONS RELATING TO TRANSFERS OF PERSONAL DATA
FROM THE EU/EEA TO THIRD COUNTRIES” p 37)



https://www.inforights.im/media/1107/transfers-of-personal-data-to-third-countries-eu-council-faqs.pdf
https://www.inforights.im/media/1107/transfers-of-personal-data-to-third-countries-eu-council-faqs.pdf

(c)

VL

(a)

(b)

EHFEL BT AATHREICEHT HFDO=OICRITONTI D HE. FIEZ DG FAER
FERADSMBREFATILDET D

Each party shall abide by a decision of a competent court of the data exporter’ s country of
establishment or of the authority which is final and against which no further appeal is possible.

FEHFHR. T AREEORIETHS EU MBEDEERHI AT E(FEEHRENTL-HIETSH
DTHEEBHTENULDEZBRINFSNGOHIERIZHES LD ET B,

Termination

R

In the event that the data importer is in breach of its obligations under these clauses, then the data
exporter may temporarily suspend the transfer of personal data to the data importer until the breach is
repaired or the contract is terminated.

T—RRAENAZNIERLGS . T—238HE X, T -3RAB T SEAT—4BEE. &
FZERMNBESNDET—RMIFLTEDLDET S,

In the event that:
ROO~V)OWTNIDIGEE . REERENERAINDILDET D,

(i) the transfer of personal data to the data importer has been temporarily suspended by the data
exporter for longer than one month pursuant to paragraph (a);

ER@QIZEIKELENS 1 NAZBRIGE

(i) compliance by the data importer with these clauses would put it in breach of its legal or regulatory
obligations in the country of import;

T—REAEBICESARZHDEFTHIT —ARMABDETEREGHEHR

(iii) the data importer is in substantial or persistent breach of any warranties or undertakings given by
it under these clauses;

T—HERAENERZY EOBRBICOVTERGERELE(TMEMIERLIZIGS

(iv) a final decision against which no further appeal is possible of a competent court of the data
exporter’ s country of establishment or of the authority rules that there has been a breach of the
clauses by the data importer or the data exporter; or

TAWMEEDRIETHS EUMBEDEERHAESEEHEN. T 2RAAEEET
— SR EICRZHDERDAHOMEREL. M OARBEIH T IEREBRIFRARE-EHE

(v) a petition is presented for the administration or winding up of the data importer, whether in its
personal or business capacity, which petition is not dismissed within the applicable period for such
dismissal under applicable law; a winding up order is made; a receiver is appointed over any of its
assets; a trustee in bankruptcy is appointed, if the data importer is an individual; a company
voluntary arrangement is commenced by it; or any equivalent event in any jurisdiction occurs



(c)

(d)

VIL

T—ABAFICONT, EEEEBL XFENBLITONBEAEICED LA EDHBAIZET
SNBEWEE. BEMGLONEE . EEETMANEGINBEE. T—AMABTNMEADEE
THEEMAINEREINIGE. T AHABNEATEERZRENRABINIEES. T2 £
DMINGIZELCH-EANELTEE

then the data exporter, without prejudice to any other rights which it may have against the data
importer, shall be entitled to terminate these clauses, in which case the authority shall be informed
where required.

ERO~MOVFIHDBE . F—SHtE L, F—ARAEIHLTET SOEFRINZ , A2
HERERTHILBTZEHENET B,

COGE. TAREE. AT ELELGES  EERBICTOEBHNT HLNDET S,

In cases covered by (i), (i), or (iv) above the data importer may also terminate these clauses.
BH. L5, (), £E (VDBEX. T—AHMAFTNSELERZNEMRIRTEDLDET D,

Either party may terminate these clauses if (i) any Commission positive adequacy decision under Article
25(6) of Directive 95/46/EC (or any superseding text) is issued in relation to the country (or a sector
thereof) to which the data is transferred and processed by the data importer, or (ii) Directive 95/46/EC
(or any superseding text) becomes directly applicable in such country.

WIhDEEEL ROVTIDODIZE . RZHERRTEZDIDET D,

) EAT =20 BEEINT —SBABICKYVRESNSE (FEZNEDRHESEF) [COLVTHI
RDENGSNIBE

(i) REBIED (FLEINIZRDSHER) R R T GDPRINE#EZDEICHLERAESN S LS(2Go1=
5E

The parties agree that the termination of these clauses at any time, in any circumstances and for
whatever reason (except for termination under clause VI(c)) does not exempt them from the obligations
and/or conditions under the clauses as regards the processing of the personal data transferred.

MHEE L RZHONERSNIHEETYL, BROKH . IKREEFEHOMAIZMHT (BL. L5
(OIZEDBEBRZER . BIZBEINEAT—20NE (L TEAZN LORBFBELV/FIRER
nNELL0DET %,

Variation of these clauses

FEZHDBIE

The parties may not modify these clauses except to update any information in Annex B, in which case they
will inform the authority where required.

MHEFL AZPZEELTIIGESAEY,

{BL. B B [CREBLIIEREEFFHTIHEEHR CDBE. MAEH L. ZS LV ERS S, BEEHE
[CZEDERHTEHLDET B HFEFRTIEITEEEDONS],

This does not preclude the parties from adding additional commercial clauses where required.

BL, BE(ICHLaAT—IFIILERIEFEMT S EETF 5N,



[#25%] SCC(:ANIEE)E 10 X (AZHDEE)LELETEANIL, REZHITEMULZUVRY ., BMDR
E (B e D3, R ZEHTEEL & LAL, T2 EIX. T—2EERDLDERIELA
ZHIOAE—FRELGINIEGESLENE 4 5K) . CORERENOE SRR LDIFREHIRT 5L TE
5, BERILGVERELET 578 T—2ERADRATRE R TT-WOFIAICDOVTIFRIZHELTRES
LDNENTHAD,

VIII. Description of the Transfer
REOA

The details of the transfer and of the personal data are specified in Annex B.
BAT—E2ELUVZORBEOFFMIE. FIH B IZRBEIN-EYET D,

The parties agree that Annex B may contain confidential business information which they will not disclose to
third parties, except as required by law or in response to a competent regulatory or government agency, or
as required under clause I(e).

AL B ICIIXMBERICRATIEC KR RABESTEELHL TLLL, COGE ., HBMEBRIE=EIC
FRSNGN BLEZRICKIYFELIBEEDEF L BLLIBAEEISH L THRTRT 2R ENHIESR.
FlF, FE (ITEDERZNEMOIE—ZT 2T KRIIRBLE T NIELS LGS ERS,

The parties may execute additional annexes to cover additional transfers, which will be submitted to the
authority where required. Annex B may, in the alternative, be drafted to cover multiple transfers.

MEEEHL, BB ICRESNTODILUNDBEAT—2DBEEITIEEHMDIENMET HENTES,
COGE AT LLERGEEE, BMSNAIMEEBEHREICRELIDOLTIRFERTHFELEDNI
I

FHORE BICEBODAATDBELLEHTHEHTED,

[#255] LEFEDEY. RELHFHEEZANE B ODNBEEMT S LIEAIRETHLIM D, BAEEFLRLCTHARE
Y, BLLEANBEDOBEETIEEE. BRICHMZEZEMNT 52 HEMETNIERL BMAARETHDI UL
A B DEFEEZH (21 FILE D : Amendment to Data Transfer Agreement)E,RIEETHHD, 1=, D
5RIHE B Z A4 B-1, B-2 . O KSITHEBRMALTHLLY,

Dated (B{1): [ ]

FOR DATA IMPORTER FOR DATA EXPORTER
T—ABMHEERREESR T—AHMAERREES

[ ] [ ]

¢ [SCC MEEEILDEBKR] LITICH., SCC LEIEMF-IIMIEMICFBLLEVRY . BMDEFIEZEMTHILEIETESEMNTEHINTL
%: EDPB “Information note on data transfers under the GDPR in the event of a no—deal Brexit” Adopted on 12 February 2019 — II-1-a



https://edpb.europa.eu/sites/edpb/files/files/file1/edpb-2019-02-12-infonote-nodeal-brexit_en_0.pdf

ANNEX A (BlI#E A)
DATA PROCESSING PRINCIPLES
(BEAT—20ERAD

Purpose limitation:

B IR AHHIRR -

Personal data may be processed and subsequently used or further communicated only for purposes
described in Annex B or subsequently authorised by the data subject.

BAT—SAAE B [CRBSN B OEGAROIHRER T — AL D KRBT 5T EHSBIOTD
IZOHIE, HAFIEBRRT 52N TES,

Data quality and proportionality:
T—ADEES IV LEHIREE:

Personal data must be accurate and, where necessary, kept up to date.
BAT—2E, EHET. h D, BEIZECRFORNBETRITNIEESZL,

The personal data must be adequate, relevant and not excessive in relation to the purposes for which
they are transferred and further processed.

BAT—2E, BESICLEDOBHIZHL, B CREENHY . A DBEDLD THH>TIFELA
LY.

Transparency:

A

Data subjects must be provided with information necessary to ensure fair processing (such as
information about the purposes of processing and about the transfer), unless such information has
already been given by the data exporter.

DIEGRENGESNSEIST 2 ERICIBLELGHFR (LEEMESIUBEICET SFERF)AEAL
N (1 STV AN
BL. ZNoDERNT -2 BICKYBRICRHESA TOSISEEER

Security and confidentiality:

XLV TA—ERVHERE:

Technical and organisational security measures must be taken by the data controller that are
appropriate to the risks, such as against accidental or unlawful destruction or accidental loss, alteration,
unauthorised disclosure or access, presented by the processing.

T—HEEER, FRICEDLLLETELGEE, FRICKHBE. REF-FEERDOFRLLIEIT
ERFEQUREY AV CEY GRS SRR EX 1) T —FREBLLGINIEGSAL,



Any person acting under the authority of the data controller, including a processor, must not process
the data except on instructions from the data controller.

MBEEZEH, THEEEDOTTERIREITIERFLET. T HEBEOERIZOAEDNTHE
AT—5ZRETHLDET B,

Rights of access, rectification, deletion and objection:

BAT—2IHT BT IR FTE BESIVNEZILFERE:

As provided in Article 12 of Directive 95/46/EC, data subjects must, whether directly or via a third
party, be provided with the personal information about them that an organisation holds, except for
requests which are manifestly abusive, based on unreasonable intervals or their number or repetitive or
systematic nature, or for which access need not be granted under the law of the country of the data
exporter.

REETE 2 RICEHDHBEY., TE2ERKIZE. BEICEHT S22 TORAT N REShETAIL
AV A A

BL. ZDRMOFERN . FERIHEETHAEHE. (X, T HHEEDORIETHS EU EE
DEFTEINICHLORENBMGEEF. AONIERICH =55 ZMR{

Provided that the authority has given its prior approval, access need also not be granted when doing so
would be likely to seriously harm the interests of the data importer or other organisations dealing with
the data importer and such interests are not overridden by the interests for fundamental rights and
freedoms of the data subject.

T RISTBERIZTIERERONET —2EAB T I T —2RAZ LB ZTIEDFI A
ELELGDONDERIE. TOREGONSFRIYIT 2 ETROERMIEN S SV EBHIAMELET NE
EEERE ARTIVEREROHEEELLGV(EL, BEEHMENERIHF AL EE2E&4ET D).

The sources of the personal data need not be identified when this is not possible by reasonable efforts,
or where the rights of persons other than the individual would be violated.
BAT—2OHAOHEL. ZOHENEENLGE HERLTHTELRWGEFIET—2E KL
DEDIEMNNREINSGGEICIFTELET D,

Data subjects must be able to have the personal information about them rectified, amended, or deleted
where it is inaccurate or processed against these principles.

T—AERKE, ZOENEBRN T EETHAEEEEAXRRAGERLTREBESNTWSIES ., £DET
EFEIFHEEEERTEDLDET D,

If there are compelling grounds to doubt the legitimacy of the request, the organisation may require
further justifications before proceeding to rectification, amendment or deletion.

TAERDERDELHETEIHLDRUAHHIGE . EDFERER =B STEFITHED
EHELTELGHSELLEHDIRTEZFRTEDLDLET S,

Notification of any rectification, amendment or deletion to third parties to whom the data have been
disclosed need not be made when this involves a disproportionate effort.



BAT—2EE=FIC@FRLEEE. TO @B RATRENOITEFITEEZDBHIT, MHHEH
EIRICEITREDENEETHEE. ChETOITLEEELIGLY,

A data subject must also be able to object to the processing of the personal data relating to him if
there are compelling legitimate grounds relating to his particular situation.

T—AERKIZ. ZOEOENBFICHBSLPOE/LGVERICEOSVT, ZOBEAT—20ONEIZEE
BRI THENTES,

The burden of proof for any refusal rests on the data importer, and the data subject may always
challenge a refusal before the authority.

T—AERNODEREEETHEE. ENEELLT SEHDILAERT. THHAENEILD
ETHEL, TAERE, EEHEITHLVN D THLHZIERICOVTEREBERIUNTEDLDET B,

Sensitive data:

T —43:

The data importer shall take such additional measures (e.g. relating to security) as are necessary to
protect such sensitive data in accordance with its obligations under clause IL.

T—RRAEL BT —ERE N ICE KT RAABDORBITR>TRES 5=DITRELGEF
A)TA—FDEMHEEZELDILDET S,

Data used for marketing purposes:

X742 BHIDEOICFIASNGT—4:

Where data are processed for the purposes of direct marketing, effective procedures should exist
allowing the data subject at any time to “opt—out” from having his data used for such purposes.

BAF—EDGALIM = T4 OL-HMBENBBE . F—AEEAVDOTLZONE- R
ERITTHIL (A TR IR B TEBES. BB BHBLONETNEESE,

Automated decisions:
BEERRE:

For purposes hereof “automated decision” shall mean a decision by the data exporter or the data
importer which produces legal effects concerning a data subject or significantly affects a data subject
and which is based solely on automated processing of personal data intended to evaluate certain
personal aspects relating to him, such as his performance at work, creditworthiness, reliability, conduct,
etc.

TEFERRE L. TAAHETET —FRABICRVITONOIRETH>T. T2 EHICH
UEMMRF-FEELGHZEZELSEDHLDT, T 2EROBHFZITEESN . SEFlE. E/BI1E. 1T
HE . BEDFREZHET AOBAT—SDBBLEOAEINVTITONEIREEEKRT 5.

The data importer shall not make any automated decisions concerning data subjects, except when:

T—REAEFT. ROVWITIODIGEEERE. T—2EARICEHALEBERREZL TIEGLEL,



(a) (i) such decisions are made by the data importer in entering into or performing a contract with the
data subject, and

LZBEBERRENT SERLEORNOFHREEFBTOLOICT—2BWAFICEYITHhh., i
2.

the data subject is given an opportunity to discuss the results of a relevant automated

decision with a representative of the parties making such decision or otherwise to make
representations to that parties.

T—AERITHL, ARREEZITOLFEORBALLZEBERREDOKRIIOVLTHE
LELEEZAFEEICHLEREREIIHENEZAONDEE

or

(b) where otherwise provided by the law of the data exporter.

T—AMHBEDRIETHS EUMBEDERICHERDEDLHLEE



ANNEX B
Al #&B

DESCRIPTION OF THE TRANSFER
o4 NO)c
(To be completed by the parties LA FIZEEAD L)
(UTFICEBADIE)

Data subjects
T—RERK

The personal data transferred concern the following categories of data subjects:

BESNAEANT —2EUTOATI)—DOT—2ERKICEAT LD ET S,
[ ]

Purposes of the transfer(s)

BEOEM

The transfer is made for the following purposes:
BEIIROBHO-OIZHEEINS,
[ ]

Categories of data

T—EOHATI)—

The personal data transferred concern the following categories of data:
BELSNASBEAT—2(E. ULTOATIV—DEAT—2ET 5,
[ ]

Recipients

REE

The personal data transferred may be disclosed only to the following recipients or categories of recipients:
BESNBABEANT 2. ROEBLEIIROATI)—DEIZOHBETITHENTEDLNDET S,
[ ]

Sensitive data (if appropriate)
BEARICBMT —ANEFENDIEES

The personal data transferred concern the following categories of sensitive data:
BELSNADBEAT—R(ERDATI)—DEMT —2ET 5,
[ ]

Data protection registration information of data exporter (where applicable)



TREHENT S REZFEIN TV DS L DER
[ ]

Additional useful information (storage limits and other relevant information)
ZDOthE RLER GEREADFIRZ DD ER)
[ ]

Contact points for data protection enquiries

TAREICET AV EDE R

Data importer
T—RMAERIBEEE
[ ]

Data exporter
T—REHERIREEE
[ ]



ILLUSTRATIVE COMMERCIAL CLAUSES (OPTIONAL)
A=Y VEROBI(FTaV &R)

Indemnification between the data exporter and data importer:

TAMEES LU T —2MAERDIEERE

“The parties will indemnify each other and hold each other harmless from any cost, charge, damages,
expense or loss which they cause each other as a result of their breach of any of the provisions of these
clauses.

ELFEHI AZHNOERMHEFAICRELLER. HE, BE . XHFLFBXRITOVWT BFAIC
BETIIDET S,

Indemnification hereunder is contingent upon (a) the party(ies) to be indemnified (the “indemnified
party(ies)”) promptly notifying the other party(ies) (the “indemnifying party(ies)”) of a claim, (b) the
indemnifying party(ies) having sole control of the defence and settlement of any such claim, and (c) the
indemnified party(ies) providing reasonable cooperation and assistance to the indemnifying party(ies) in
defence of such claim.”.

COBEEREF. BFAN. BEFEEZEILFEICHL. @QT —FEAENSDFEREERONEMT S
&L OBZFERICHT IHEESVRROEERESZHE. BFU () LHEICEL SEMNERERNTH
NELVXBETICEEEHLT S, |

Dispute resolution between the data exporter and data importer (the parties may of course substitute any
other alternative dispute resolution or jurisdictional clause):

TAREES IO T ARA B OMN SRR (MORFRRFRF-IRHNEEZRAT S LR

“In the event of a dispute between the data importer and the data exporter concerning any alleged breach of
any provision of these clauses, such dispute shall be finally settled under the rules of arbitration of the
International Chamber of Commerce by one or more arbitrators appointed in accordance with the said rules.
The place of arbitration shall be [ 1

IAZHDERICELT —SBMEER IV T —SAAER THENELEE ., ABNF L. ERERRE
FTOMEFRANCEDE, BEMRAIRVEEIIND 1 EULEOHBEANICIYRENICARRINDLDLET
Do

The number of arbitrators shall be [ 17

{hEEDIZATIE[ 1L HBADARIKL 1&95.1

Allocation of costs:

EFRDNE

“Each party shall perform its obligations under these clauses at its own cost.”

[BUEHL AZNLORBETICEIIERAEEEREIILNET S, ]

Extra termination clause:

EBMOERICET HKIE



“In the event of termination of these clauses, the data importer must return all personal data and all copies
of the personal data subject to these clauses to the data exporter forthwith or, at the data exporter’ s
choice, will destroy all copies of the same and certify to the data exporter that it has done so, unless the
data importer is prevented by its national law or local regulator from destroying or returning all or part of
such data, in which event the data will be kept confidential and will not be actively processed for any
purpose.

[RZPDERESNTIZE . T—2RAE (. ARHOMREGOEETDEANT 2B LV EDERET
—SEHBEISREL, FE, T -2AEEDOERIZEVNEOE TERELIXEELE- LTS8 AE(IC
UL ELLLHEDIAZZIRET 51D ET D,

BL. T—5BMAENMEANT —2DEREE—MERE. HEFLILRET HENT—IRAEDRE
EDESICKYFSNALBNGEEZR OGS, AAT -2 EWEIZRFSAADVAHELBEHD-HT
HOTHUESN TIEGELEL,

The data importer agrees that, if so requested by the data exporter, it will allow the data exporter, or an
inspection agent selected by the data exporter and not reasonably objected to by the data importer, access
to its establishment to verify that this has been done, with reasonable notice and during business hours.”

LRBEFEHRS SO TREABL. TAREENSERSNG S SENGTENGSND
CERFUVBEDEEREPIITONAEEEZHELT, T—HBIMHE (FEF T —2@MEENEELT—
SMAENBREMRAERZAELGEVEEN) ST —2RAEDRR TRIIT A LEHTTHLDET
%o |



6. SCC (HEH) (RXEIVHIER)

Standard Contractual Clauses (processors)

BREZRFIF N EE)
Name of the data exporting organisation: [ ]
Address: [ ]
Tel.: [ 1 fax; [ 1 e—mail: [ ]
Other information needed to identify the organisation:
[ ]
(the data exporter)
And
Name of the data exporting organisation: [ ]
Address: [ ]
Tel: [ 1fax; [ 1 e—mail: [ 1
Other information needed to identify the organisation:
[ ]

(the data importer)
each a “party”; together “the parties”,

HAVE AGREED on the following Contractual Clauses (the Clauses) in order to adduce adequate safeguards
with respect to the protection of privacy and fundamental rights and freedoms of individuals for the transfer
by the data exporter to the data importer of the personal data specified in Appendix 1.

TRRHESLUVT —SHAE (UTENETNESFH LV BEZIAIEE L) (L, BT
HESNDBEAT DT —SHEEN ST —ZBMABE~OBIEITEAL., HREGDIEADT S\ —1
SUIZEARMEF B IVBEHZTITRET 510, UTORNEE (LTFIERZH 1LV ICRELT,

Clause 1 1%
Definitions &

For the purposes of the Clauses:
AREZHIZEWT, ROABIETNTNRODEKREERT S,

(a) ’'personal data’, 'special categories of data’, 'process/processing’, ‘controller’, ‘processor’, 'data subject’
and 'supervisory authority’ shall have the same meaning as in Directive 95/46/EC of the European
Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the
processing of personal data and on the free movement of such data (*1);

MEANT—21. T4RATI)—0T—451. T8 TEEE | TRNEE | [TA2ERIBLUVIEERE
B1EE. BAT—2ONEICET HEADRES IV HZT —FOBHBEENIZ DT 1995 £F 10
A 24 HOBMNEES S IUFINEESD 95/46/EC 1T (UTIT—2RERE S IELD) ICEDHDIEK
ZREITH),

(*1) Parties may reproduce definitions and meanings contained in Directive 95/46/EC within this
Clause if they considered it better for the contract to stand alone.

(1) RERETICEDIEBREAZMICEREHEL THELY,



(b)

(c)

(d)

(e)

6}

'the data exporter’ means the controller who transfers the personal data;
[F—aEHE 1L BAAT—2EBETIEEEEZEKRT S,

'the data importer’ means the processor who agrees to receive from the data exporter personal data
intended for processing on his behalf after the transfer in accordance with his instructions and the
terms of the Clauses and who is not subject to a third country’s system ensuring adequate protection
within the meaning of Article 25(1) of Directive 95/46/EC;

[TF—RMAE & RZPIHEN., T-2aHENEANT —SERELT —BERERT —EHE
D=OIZEDEREFVCAZHIIRNMEANT —2ELET HETHO>THHUREDERANGNEE
BT 5.

'the subprocessor’ means any processor engaged by the data importer or by any other subprocessor of
the data importer who agrees to receive from the data importer or from any other subprocessor of the
data importer personal data exclusively intended for processing activities to be carried out on behalf of
the data exporter after the transfer in accordance with his instructions, the terms of the Clauses and
the terms of the written subcontract;

TBLEE LE. TARMAENSERICEFEC U OBREENCREER(THEZT —2E0
BILEEEKRT D,

'the applicable data protection law’ means the legislation protecting the fundamental rights and
freedoms of individuals and, in particular, their right to privacy with respect to the processing of
personal data applicable to a data controller in the Member State in which the data exporter is
established;

ZEDOT—AREZILF. FEAOERMENEIVEA., BHICTBEAT—2O0EBCETETSM/1\Y
—DENERET H-ODERTH>T. T HBHHEEDRIETHS EUMBEIZHENTT—2EH
HISERASNDEREERT S,

[#237] BREFRTIX GDPRZERT %,

'technical and organisational security measures’ means those measures aimed at protecting personal
data against accidental or unlawful destruction or accidental loss, alteration, unauthorised disclosure or
access, in particular where the processing involves the transmission of data over a network, and against
all other unlawful forms of processing.

MRS STBB X T— BB 1L RYNT—VENLIEAT —20EEZFHSINEAT
ONBEEFICEW T, FRICIDBLTEZGEER, FRITIDBK . RE. FERDOBRTHLLIZ

TORADL, Ff-. ZOMETOREOBEGNENS  BAT—22RETHELBMNET HRIM
MESVHEBNEEZERRT 5, (B A TIL GDPR 32 RICEDH D X1 TA—HEZEKRT 5, ]

Clause 2 &2 %&
Details of the transfer F&I5MD ¥

The details of the transfer and in particular the special categories of personal data where applicable are
specified in Appendix 1 which forms an integral part of the Clauses.



BIL, BFV. FITEHNHTI—DEANT A BERSNDEETORBOFHMIE. BIK1ISEHINT
W3BYET D,

Clause 3 & 3%
Third-party beneficiary clause £=%F % EBEIR

1.

The data subject can enforce against the data exporter this Clause, Clause 4(b) to (i), Clause 5(a) to
(e), and (g) to (j), Clause 6(1) and (2), Clause 7, Clause 8(2), and Clauses 9 to 12 as third—party
beneficiary.

T—AERE.EZZR/EELLT, T 2EHBISHLROREICEIESHEFTETELILDET S,

- REE=ZZHEXEH

- BARTHEBEHEOES) OMLOET

- BERTHBABDEB) @M BEFETHELIL@MDOET

- FOXUERFEBERME 1 EEIUEQ

- BIXGAELLUVER)

- FF(EBRELDHN)E 2IELLUICE 9 THDEFE 12 FETENE, AZHOBIE. BL
B EANT-2LEXBHERTEROEE)

The data subject can enforce against the data importer this Clause, Clause 5(a) to (e) and (g), Clause 6,
Clause 7, Clause 8(2), and Clauses 9 to 12, in cases where the data exporter has factually disappeared
or has ceased to exist in law unless any successor entity has assumed the entire legal obligations of
the data exporter by contract or by operation of law, as a result of which it takes on the rights and
obligations of the data exporter, in which case the data subject can enforce them against such entity.

TAHEENER LFELIXERLERLSE . T—2ERE. T2RABIHLROBREICE

DEEFITETEZDLDET B,

- A%

- BS5R(THHMAEDEB) QMD(FTHELIU @)

- B6XUREFERERMD

- BI1XGAELLUVER)

- FF(EBRELDHN)E 2IELLUICE 9 THDE 12 FETENE, AZHOBIE. BAL
B EANT -2LEXHERTROEE)

BL. thDBBNZHFITERICIY T —RHEDETOEBESIERT, TORBER. T 28t

FEOEFBEBOETEABRTHEE . T 2RI, AFZERITHLINODREICE DEHEFIITE

TERLDET B [EH. BERREZFDHEELEHND]

The data subject can enforce against the subprocessor this Clause, Clause 5(a) to (e) and (g), Clause 6,
Clause 7, Clause 8(2), and Clauses 9 to 12, in cases where both the data exporter and the data
importer have factually disappeared or ceased to exist in law or have become insolvent, unless any
successor entity has assumed the entire legal obligations of the data exporter by contract or by
operation of law as a result of which it takes on the rights and obligations of the data exporter, in which
case the data subject can enforce them against such entity. Such third—party liability of the
subprocessor shall be limited to its own processing operations under the Clauses.

TAREESIVT ARAENER L LITER LERLS S T AT R LG 1156 .
TRERIE, BREBEEICHLRDBRE ISR ODSHEFITETESLNDLET S,

- A%

- BS5R(THIHMAEDEB) QN DE@FTHELU @)

- FX(BREBERD



- BIXGAELLUVER)
- FF(EBRELDHN)E 2IELLUICE 9 THDEFE 12 FETENE, AZHOEBIE. BAL
B EAAT-2LEEHRTROEE)

BL. thDMBNZMI LY EITHROREICLY T —FBHEDETOEHZSIERIT. TDHE
R.TAREEDEFNEBOETEART IERERG

COBE . TAERIF AFZEBIHULADSERITHEZITIENTESLDLET B,
BUEEOIRERERTEE. AZNIEDETHELEEB SN To-NE(CETHEFICREEINDS,

The parties do not object to a data subject being represented by an association or other body if the
data subject so expressly wishes and if permitted by national law.

MEEEE, TE2EARDNENZHRMICHFLLN DEREICE LV THRSNDIES . HiAZOMhO
IS LB COERITEZRETEDLICERBTHLITEVNLDET B,

(£ &) T—2XHREFIARZNOEEDLEETIILGVDA REICKVE=ZZHELLTT —2EH
BT ABABFTEBREFICHL, ENODEDITAICIYRIIEEDREZFERTES. D
T—AEAERDILEE, BAORZEDE=ZZD-HIZT HEH (KL 537 ) ITBITHE=FITHET
DELDERDND,

T—AERE EBEREFRISOVTI AFE 1 BITEY, T 2RAEFTIBLEEDEBER
[CRYBRLT-BEEZEH. KT . T HWMHBITERTES,
RIS.A—T—3REENERLFLILERLBEF LGS E, COBEET —SMABICRES
RTE%

RRIC. THABMEELT —ARMABLEEZFLLSEE. BRECEALTELLEFICRESNSGD
D0, BLEEIZEEFERTES,

T—RRMAEEBNEE IRERTOEREZEEZ(TH5DIT TIEGVA, ARV EFHNERZNE
MLTTAER(BIVEERE) ISHLTAZN EOEBICEALERZESLIZES,

4 HOTHARZ DO LE COERITHEERETEDLICEFERLITEVLDET S I
L TIX. JREF R TIE, GDPR 80 FICE KT AN —EFBHARE~NDERTEDZEEEKRT S,

Clause 4 $4 &
Obligations of the data exporter T—#4#fiHH&EDHH

The data exporter agrees and warrants:

=

(a)

(b)

SHEEX. UTOETOREICAELADINLZEITICEZRIT 5.

that the processing, including the transfer itself, of the personal data has been and will continue to be
carried out in accordance with the relevant provisions of the applicable data protection law (and, where
applicable, has been notified to the relevant authorities of the Member State where the data exporter is
established) and does not violate the relevant provisions of that State;

T—AREEE. BEEREED. BAT—2ONEN, ZEDT—2REX[IRFF S TIE GDPRIDHA
BRIBEZETLTITONTEY., T SRLAKRICTIE. (TH8HEDRIETHS EU A
EDRFREEICRAABDERISS (FLHZBHMNLEINTVSCE) BERRATIIENTE] XU, &
ZMBEDOBRERISERLEWIEEZRELT 5.

that it has instructed and throughout the duration of the personal data processing services will instruct
the data importer to process the personal data transferred only on the data exporter's behalf and in
accordance with the applicable data protection law and the Clauses;



(c)

(d)

(e)

(f)

(g)

TREEER. TARAFICHL, BESNEAT—2ZEL, T-2REEDEOHIZDOHMND
ZEDT—AREESSUARZHIRVRIEY S8BT E BLU., TONERFTHM PRI
(IR HIEERIT D,

(82 ] ARZHICIEZDOPORDEDEIIZT—L2ERICHT BB ORAETREL-FELHS,
ARWBERET-FMHEELT —FHMAERORNTHLSN. BIEEOEY . F I FE 1 HIZKYT—42
FREFE=ZZRELLTHLSFEEISHLIERITETESLNLTHS,

that the data importer will provide sufficient guarantees in respect of the technical and organisational
security measures specified in Appendix 2 to this contract;

TAEEEX. TAEAEDN, HM2CEDSRMME LB X 1) T —HEZRLS L
ZRIAET B

that after assessment of the requirements of the applicable data protection law, the security measures
are appropriate to protect personal data against accidental or unlawful destruction or accidental loss,
alteration, unauthorised disclosure or access, in particular where the processing involves the
transmission of data over a network, and against all other unlawful forms of processing, and that these
measures ensure a level of security appropriate to the risks presented by the processing and the
nature of the data to be protected having regard to the state of the art and the cost of their
implementation;

TAEmHEE, ZBOT —HREEFRR R TE GDPR] TEBHFTONLFHEDRERMNOR T, 4
FZtEF)T—HER. RV T—VENLEBEAT 20X EZHIVENTHONEGEEFITENT
B FRICEDBLTEEGER. FRICEDBK . BEFFEEROFATLLIIT /LR ZDMmE
TOWMEDEETNENS  BAANT 2 RES H-ODBEUGHETHY ., T, BIiKESLVE
DEMEARNEEZEL. BAT—2OVEBE IV EENELTH)RVIEICHIELFEKEDLD
THAHLEERLT .

that it will ensure compliance with the security measures;
TAEEEX, [T—AMABEN LX) T— R BEE LD LERIET 5.

that, if the transfer involves special categories of data, the data subject has been informed or will be
informed before, or as soon as possible after, the transfer that its data could be transmitted to a third
country not providing adequate protection within the meaning of Directive 95/46/EC;

TREEE . BEORRIZENATI)—DEAT 2N EENDIGE . TOBEAIZ. T—2E
KIZHL., ZDEANATI)—DEAT -0 FE+ IR EEICBESNSILEMO B2 L, F:
(. BERR ARG IRY B HICHIOIN D KIITT HI LRI T D, [(BFRTIE GDPR £, T—42EK
(213 & 14 FKICEDHEMIRMELND 9 RICKY TR HROATRHLEREZZFILELNHD, £
RIEEDIIIFHEABZADNETH S, ]

to forward any notification received from the data importer or any subprocessor pursuant to Clause
5(b) and Clause 8(3) to the data protection supervisory authority if the data exporter decides to
continue the transfer or to lift the suspension;

T—RHEEX, TAMABNORDBEIZEDIBENEZ TG . TORNRZEEHEIHRE
IHE



- B5%b) (THARABICEHRASNSGERICIYAZHN LOT—2RAEDEBOBITHNIITFS

z‘néiﬁA)
- Q) (T—HMAFFFHELEE CEASNCNLDEICHT 2EEEZYITHAIEEENH
éli-na)i’??‘)

(h) to make available to the data subjects upon request a copy of the Clauses, with the exception of
Appendix 2, and a summary description of the security measures, as well as a copy of any contract for
subprocessing services which has to be made in accordance with the Clauses, unless the Clauses or
the contract contain commercial information, in which case it may remove such commercial information;

TRMHE L. TAERILERINIGE . AT GIK2ZRO DaE—. X2 T4—4E
EDMELIUAZNITHVVGESNSBAEZHNEDIE—ZRELATAIEESR,

BL. AZWNFEFHEBLEZHNIOT -0 LERASENDSBE . T—20HE T, HEFEHRE
HETEDLNET D,

{ﬁ* ] 37— v ILIEER (commercial information) &1, 5 10 &£ (REZHDEE) [CHVT, REHE
BEIEICHEALAZVVRY BN TESRLEINTLWBE DR ABEFIENDZETHD (RERESTBNE
FAQ-7), Bl Z X, MMEBRFERIBEHTHFEFEETEIDEREHLND,

(i) that, in the event of subprocessing, the processing activity is carried out in accordance with Clause 11
by a subprocessor providing at least the same level of protection for the personal data and the rights of
data subject as the data importer under the Clauses; and

TAEEEL. BLE(BER) /M THhNSI5E. TOBRLEN, £ 11 £(BELE) IRV BAT—
BET—AERDBREICELAZIICEINELRE U LDKETUEEZTSIBULEEICXYITHN
BEIILETFNIEEESEN,

(5) that it will ensure compliance with Clause 4(a) to (i).

TREEEF. F 4 F@IMSOETORELESFLETNITESEL,

Clause 5 %5 &
Obligations of the data importer (¥2) T—ARHIAEDHER (%2)

(*2) Mandatory requirements of the national legislation applicable to the data importer which do not go
beyond what is necessary in a democratic society on the basis of one of the interests listed in

Article 13(1) of Directive 95/46/EC, that is, if they constitute a necessary measure to safeguard national
security, defence, public security, the prevention, investigation, detection and prosecution of criminal
offences or of breaches of ethics for the regulated professions, an important economic or financial interest
of the State or the protection of the data subject or the rights and freedoms of others, are not in
contradiction with the standard contractual clauses.

(x2) T—REAEL. BEERADZES LESNIBRHTHOTREETEZHRITEVTRELINSBREFE
ZEVWEBETHRHZEST T 5L, TOIENRERTE 135FE 1 HITHBIFLRDAEDREDT-O
[z Z\E’C%«‘mi AEEZEHERZHWICERLEVEDET S,
ERTLRE
- Ef
- AR
- FIBLFEFITRFETS-BEICFRIGEERDTFH. MAXR. BESLVER
- MBEEOEELEFLLHLJIIFB LD FIE



- FATERORETOMEADERSLUES

Some examples of such mandatory requirements which do not go beyond what is necessary in a
democratic society are, inter alia, internationally recognised sanctions, tax—reporting requirements or anti—
money—laundering reporting requirements.

LEERHI DG EFERLEFIE . BB EELIETR—O ) VS T E DR
The data importer agrees and warrants:
T—AMAEX. LTOETOFEICRELNDINGEITIZEETRIT 5.

(a) to process the personal data only on behalf of the data exporter and in compliance with its instructions
and the Clauses; if it cannot provide such compliance for whatever reasons, it agrees to inform
promptly the data exporter of its inability to comply, in which case the data exporter is entitled to
suspend the transfer of data and/or terminate the contract;

T—RRAEX. T2HREBEDOEOICOHANDEDIRTERVCAREZNIZHE > TOAENT —2E4L
BLGTAIEGESE,

TRMAEL. BROMEZEMOT . T -EEEOETREEARRZIIRIEATERIMG S,
ZOEELICT—AHHEICRINTHLDET H, COGE. T—RHIEE T, AAT—20BEETD
LB LV FREERRNERRTELLDLET D,

(b) that it has no reason to believe that the legislation applicable to it prevents it from fulfilling the
instructions received from the data exporter and its obligations under the contract and that in the
event of a change in this legislation which is likely to have a substantial adverse effect on the
warranties and obligations provided by the Clauses, it will promptly notify the change to the data
exporter as soon as it is aware, in which case the data exporter is entitled to suspend the transfer of
data and/or terminate the contract;

T—HMAEL. T—HRMAZ BRSNS ERTHOC. THRABLNKREZMICEIET -2t
BOETRBLUVAZHN ELORBERITT O LEWITEHLELHIAEMNERDHHETANFELLZN
EERELT Do

Fe . THRAE R ARZNICEDH ST —AHAEDRIABLVEBOBTICERGELEEZSR
SR HHERENTONIE R TN ERELREOHT—2RHEISENT HE0E
T 5. CDGE. TAREEE AAT —FOBEERILL, BRV A F K RZWEHRRTEDD
DET D,

(c) that it has implemented the technical and organisational security measures specified in Appendix 2
before processing the personal data transferred;

T—RBAEF. BT —SBERTNCAK2(CEH DM E LB X 1) T— BB ZBEIZE
CTWBIEZEREEY %o

(d) that it will promptly notify the data exporter about:
T—ARHAEL. ROFEHALELIIGE. BRONIZOET—FHEHBIEMNTI2DET D,
(i) any legally binding request for disclosure of the personal data by a law enforcement authority unless

otherwise prohibited, such as a prohibition under criminal law to preserve the confidentiality of a law
enforcement investigation,



ERITERMNENARNHLIMTERERITBE,
BL. FEEICEICGERTURREOMERREBFDO. T —4BRLEICRMT 5 EMNELE
SNTLBHERZERS

(i) any accidental or unauthorised access, and
EWICKDFITBIERDT VRN Ho1-15E

(iii) any request received directly from the data subjects without responding to that request, unless it
has been otherwise authorised to do so;

TEERNCEEERSHO-IHA.
COBE. THEMAERE, T2REENF LGS ERE, BRERICHETHIEML T—
SEHB(CHZERDHOI-CEEBHT DD ET B,

(e) to deal promptly and properly with all inquiries from the data exporter relating to its processing of the

()

(g)

(h)

personal data subject to the transfer and to abide by the advice of the supervisory authority with
regard to the processing of the data transferred;

T—HBMAER BEAREAT—2OLECET LI T —2BEHENADETORVNEHEISEPH,
(A DEENHIET HEDET D,
T, THHAE L, BEAZREAT —S2ONEICETIEEREOMEICRILDET S,

at the request of the data exporter to submit its data processing facilities for audit of the processing
activities covered by the Clauses which shall be carried out by the data exporter or an inspection body
composed of independent members and in possession of the required professional qualifications bound
by a duty of confidentiality, selected by the data exporter, where applicable, in agreement with the
supervisory authority;

T—HHAE L. TAEHENERLIIGE | RZNITESEAT —2LEOVT, BAT—42
ALEEIN TSR THEEZZITANSLDET S,

LERERF. TABEERSICLY, FE HIEHIAN—DOEESNN DORELGERERL
MERBEFZEIETRBTHoTT —2EHESEE T AL, EEHBLOASENERSHL
BEESREDNERZEBRLTDONDZLDET S,

to make available to the data subject upon request a copy of the Clauses, or any existing contract for
subprocessing, unless the Clauses or contract contain commercial information, in which case it may
remove such commercial information, with the exception of Appendix 2 which shall be replaced by a
summary description of the security measures in those cases where the data subject is unable to
obtain a copy from the data exporter;

T—REAEF. T 2ERDERDHO-BE . T—FEMRITHL KW EFZORRTEDG
BABZHOIE—ZRETEIDET S,

BL., ZNol2av—I v LIEBRNEFNTO DGR X ARIBHREEET HIENTESD,

Fh=, A2 DVVTIE, T2 EHEAZDAE—DREET —SWEHENORITHENTELLS
B . EF )T HEDENELOTRADIENTED,

that, in the event of subprocessing, it has previously informed the data exporter and obtained its prior
written consent;



TABMAE NBEZBERTTSHEE. FHICT —2RHECEBNLNDZDEFEEZEE THLIIOD
I

(i) that the processing services by the subprocessor will be carried out in accordance with Clause 11;
T—RRAEL. BHBLEEICISNENE 1 £ ELE) ITRVVGEENDEELIITTEHEDET S,

(j) to send promptly a copy of any subprocessor agreement it concludes under the Clauses to the data
exporter.
T—AEAE (X REHITHVBLEBEZNEZHELEES . TOMBEREOHCT—I8MEEICHL
HIEHOIAE—FRETIEDET D,

Clause 6 % 6 &

Liability EERESE

The parties agree that any data subject, who has suffered damage as a result of any breach of the
obligations referred to in Clause 3 or in Clause 11 by any party or subprocessor is entitled to receive
compensation from the data exporter for the damage suffered.

TAERE. FLUEEFTEBLEENE X (E=2RRERR) FTEE 1 F(HELHE)ISERL
Pl eI Y ELBEICONWTENREET — 2 HENCRITHERERTHELDET B,

If a data subject is not able to bring a claim for compensation in accordance with paragraph 1 against
the data exporter, arising out of a breach by the data importer or his subprocessor of any of their
obligations referred to in Clause 3 or in Clause 11, because the data exporter has factually disappeared
or ceased to exist in law or has become insolvent, the data importer agrees that the data subject may
issue a claim against the data importer as if it were the data exporter, unless any successor entity has
assumed the entire legal obligations of the data exporter by contract of by operation of law, in which
case the data subject can enforce its rights against such entity.

T—REKE, THMABFTEZEOBLEEICLDE 3 FFFTE 11 FERIZOWT, B1EIC
HNT—2EHEICRERERBRITOEN, THHHENER LF (TR R EHRLE (T
FRELFOT=CLITKY TERWMG S TARABICHLEZREFERTELDET S,

BL. E=BENEITERICKY T —2HEEDE TORBEARL-ZAER CDBE. T—
FERIE. EOERBECHUIBERBEFRELZTETEDILDET S,

The data importer may not rely on a breach by a subprocessor of its obligations in order to avoid its
own liabilities.

TRRAER. BLAEE(ICLDERISOVTEEZENGELLDET B,

If a data subject is not able to bring a claim against the data exporter or the data importer referred to in
paragraphs 1 and 2, arising out of a breach by the subprocessor of any of their obligations referred to in
Clause 3 or in Clause 11 because both the data exporter and the data importer have factually
disappeared or ceased to exist in law or have become insolvent, the subprocessor agrees that the data
subject may issue a claim against the data subprocessor with regard to its own processing operations
under the Clauses as if it were the data exporter or the data importer, unless any successor entity has
assumed the entire legal obligations of the data exporter or data importer by contract or by operation
of law, in which case the data subject can enforce its rights against such entity.



T—AERIF. BREEFIZEDSE I FFFE 1 FERICOVWT, T—28HEELT —HBMAELS
EEFRFERLEERLELEIILARREEGoCEICKY . ThoDEIZE 1 HELIEE 2 HIZHEL
BEREZFRTHENTEGNG S BREFISHLBERRTESLDET D,

BL. E=FARMFITERICEY T —BHEF T IHAETDOE TORBERRL5EZ
BR< COIZE . T—EERKT, ZOEMBE IS UIBEREBRIELZTHETEDLDLET D,

The liability of the subprocessor shall be limited to its own processing operations under the Clauses.
COBLEBEDERE. BECOUNEBICEALECHIEEICRESNDI LD LET S,

(£ 5] BREZQIAZNOLUEETELGL, LHAL, T—2EAETBLEEZERTH5E. F 1
&(BHLE)E 1 BEFUE 2 BICKY, B/ ARNICEDET SMAENASIBEHLAFOE
BEBLBEZCEDLE . MO . EIRLAKDE=ZIREXRZELCRNEBLEELHELGTH
[FeAT=VA AN

CHIZEY T2 EREBLEEISH L THENEITET SN AL S,

F=, CHITRA T, BABRITVARZRNICERSEARZHND I FEIZT HI5E (REEE 3) 121, Ak
[CHERITEA T REE TS,

Clause 7 & 7%
Mediation and jurisdiction EHEH LIV EEE

1.

The data importer agrees that if the data subject invokes against it third—party beneficiary rights and/or
claims compensation for damages under the Clauses, the data importer will accept the decision of the
data subject:

T—AHAEE. TAAERNEEZ R EFLLTARZNICE SGEEREFRIEEZ T —FRAFTICHL
TEL. ROWT A EFBRLIZBEINICRIETSE0DET S,

=101}

(a) to refer the dispute to mediation, by an independent person or, where applicable, by the
supervisory authority;

LEKRIBROIMEEMIUE=EFILZETIEEICEEEHBEICLLIAREICERDIL
(b) to refer the dispute to the courts in the Member State in which the data exporter is established.

LEMEICOVWT. THHEDRIETHS EU MBEDRBHIFTICERAERET H5-&

2. The parties agree that the choice made by the data subject will not prejudice its substantive or
procedural rights to seek remedies in accordance with other provisions of national or international law.
T—AERKIE, LRROBRELIGETHOTH BRNEFIEEREICEOMOEREZ LB LUF
A LORMBFERODENEZIDLENLEDET B,

Clause 8 & 8 %

Cooperation with supervisory authorities ESEZE#ES& D11

1.

The data exporter agrees to deposit a copy of this contract with the supervisory authority if it so
requests or if such deposit is required under the applicable data protection law.



T—AEmEET. EERENSERINIGEEFZEDT —HREZLERINDGEE . REZH
DAE—ZEEBEHEICIRET5E D LT 5, [GDPR L SCC ##ERFICZDIE—ZBEEHEBICIRE TS

[EEHREL. TORARINTENENLOD, E=ZBEFLLTARZNICEODENEZTETESE
DERHLNSD.]

2. The parties agree that the supervisory authority has the right to conduct an audit of the data importer,
and of any subprocessor, which has the same scope and is subject to the same conditions as would
apply to an audit of the data exporter under the applicable data protection law.

EEREE. T ARAERIUBLREEICHLEREZTOENERITHIDET S,
LBEEL ZHOBEAT—HREEFRF S TIX GDPR 58 £ LT —4#HEICHULITHONAEERL
RIFDHENORIFDEHTITHhNELDET D,

3. The data importer shall promptly inform the data exporter about the existence of legislation applicable
to it or any subprocessor preventing the conduct of an audit of the data importer, or any subprocessor,
pursuant to paragraph 2. In such a case the data exporter shall be entitled to take the measures
foreseen in Clause 5 (b).

T—REMAEX. TARABFTEBLEEICHLE 2 BITRVWERZITOICEEHITHIERT LSS
BE.EDERCNTHRHEITBEATHLDET S,

COEE. T—HEHEL. F 5 X0 ICEDHHEBEAT—20OBEPIES IV FEERZHO
FRRR) EEDEFIZHTHLDLET D,

Clause 9 & 9%
Governing Law ZEflLiE

The Clauses shall be governed by the law of the Member State in which the data exporter is established,
namely [ 1

AREZHOEIEE, T-2HEDRIETHS EUMBED X, I70H5[ IL&ET B,

(#2 ] LEEREZHRBRRCTHRY & RZHPOERET, BAT—2REICEIL T GDPR(BEUE
NIZESKNMBEERE) . 20D = (B ZFI ORI ITEAL TIIMBEGAEFTE RETHSI,

Clause 10 & 10%
Variation of the contract 22 D{EIE

The parties undertake not to vary or modify the Clauses. This does not preclude the parties from adding
clauses on business related issues where required as long as they do not contradict the Clause.

MHEEE RZHEBELGVLDET S BL, BREITIEL, ESRRABEREE . AZHIITEAL0
RYIZENT, BN HEFTED,

Clause 11 & 11 &
Subprocessing FLIE



The data importer shall not subcontract any of its processing operations performed on behalf of the
data exporter under the Clauses without the prior written consent of the data exporter. Where the data
importer subcontracts its obligations under the Clauses, with the consent of the data exporter, it shall
do so only by way of a written agreement with the subprocessor which imposes the same obligations on
the subprocessor as are imposed on the data importer under the Clauses (*3).

TRRAEL. T ARHEN OSBRI EB CREZR/HIELB AZMICRADET —8HED
EOIATNEZEBRFELTIIELEL,

T—RRAER. T ARHENORKEER - LREZNITELKEBEERRTHHE . AZNIED
ETFMAENRSIEBLRAFOERHEHNEE (IR TLNEEZBLEELHHELZLTOACN
EITICENTESH(x3),

Where the subprocessor fails to fulfil its data protection obligations under such written agreement the
data importer shall remain fully liable to the data exporter for the performance of the subprocessor’s
obligations under such agreement.

BUEENLZBLERN LOBAT SRERFISERLIGEE. T-30AZ L. T-30HE
[CXL. BUEEICLLIRBETICEALETOEREZAEILDET S,

(*3) This requirement may be satisfied by the subprocessor co—signing the contract entered into
between the data exporter and the data importer under this Decision.

(+3) I, BREHIAZNICERLARND AR ELLGDHILICLYITITEDLTES,

The prior written contract between the data importer and the subprocessor shall also provide for a
third—party beneficiary clause as laid down in Clause 3 for cases where the data subject is not able to
bring the claim for compensation referred to in paragraph 1 of Clause 6 against the data exporter or the
data importer because they have factually disappeared or have ceased to exist in law or have become
insolvent and no successor entity has assumed the entire legal obligations of the data exporter or data
importer by contract or by operation of law.

TRRAELBLEEROBLEZNICE., TAEHES LU T —SBAENERE LB LATERE
EHBLERIIMFILERY DN DDA RN T ILERICLYREDRBFEAMT H L0
. T2EENNODEITHLE 6 £ 1 BICEHHBREREEZFRTERVGEICEL.E 3
EICEDHDDERFDE=ZBEFENRESNGFTNIEESRELN,

Such third—party liability of the subprocessor shall be limited to its own processing operations under the
Clauses.

COBUEEDRERETRL. AZNIESETELITBREIINT SERICBRESNS.

The provisions relating to data protection aspects for subprocessing of the contract referred to in
paragraph 1 shall be governed by the law of the Member State in which the data exporter is established,
namely [ 1

B 1 ROBLREBIZETHEANT —2RECEHTHEREX, T -2EHEDRIETHS EU MNEE
DE. DL, [ L&ET B,



The data exporter shall keep a list of subprocessing agreements concluded under the Clauses and
notified by the data importer pursuant to Clause 5 (j), which shall be updated at least once a year. The
list shall be available to the data exporter’'s data protection supervisory authority.

TREEE L ARKICEDESHREINE 5 FOIRVO T —SMAZ N LBHMSN-BLEZHOD
JAREERL-#FFTDBDET S,

COYRME, &IE 1 FIT—EEHSNBTNIEGSE,

COYRME, THEHEOEBEHEIRE SR T NIEELEN,

Clause 12 % 12 &
Obligation after the termination of personal data processing services AT —3UEEBRTEROER

1.

The parties agree that on the termination of the provision of data processing services, the data
importer and the subprocessor shall, at the choice of the data exporter, return all the personal data
transferred and the copies thereof to the data exporter or shall destroy all the personal data and certify
to the data exporter that it has done so, unless legislation imposed upon the data importer prevents it
from returning or destroying all or part of the personal data transferred. In that case, the data importer
warrants that it will guarantee the confidentiality of the personal data transferred and will not actively
process the personal data transferred anymore.

T—AMAESLVBLEE L, RZYICEIKBEATL2ONEBEXBERTLIGS, T—5HLE
DFRIZHEV BESNZBEATEESIVZOEEDETET —SBRHBIRIT 50, FE. &
TOEANT—HEWELETDOWEST TAIAEZT —FBRHEBCRELGTNIEGLEN,
BLERICRY, T-2@AELBEIN-BEAT 20 EHEF—HERELIIHEETELGN
BEER COBA. THMAZ L, BESN-BAAT —SOMERFEZRIL., F=. BiErshi-
BAT—2ZLBRNELENDDET S,

The data importer and the subprocessor warrant that upon request of the data exporter and/or of the
supervisory authority, it will submit its data processing facilities for an audit of the measures referred to
in paragraph 1.

THRAEBLIUBLEEL, T30HER IV FEEEHRENCERSNIGES . F11H
[CEDDEEICEALEAT —2ZNEBLTVV-ERICE TAEEEZZITANDLDET D,

On behalf of the data exporter T—4EHIHEZRIE(HXKR)LT:

Name (written out in ful) & (EERXA) :[ 1
Position 5B : [ ]
Address {Eff:[ ]

Other information necessary in order for the contract to be binding (if any): ARZBHME AZHFHT-E5=H
[CHERBDOER(BLHNIL)

[

]

Signature E4[ ]
(stamp of organisation) (¥t E1)

On behalf of the data importer T—A2HIAZZRIEB(KR)LT:
Name (written out in full) ZFF(EEXA) :[ 1
Position &5 :[ ]

Address {Eff:[ ]



Other information necessary in order for the contract to be binding (if any): AZBHME AZET-E5=6H
[ZHELZBDER(ELHNIL)
[ ]

Signature 48[ ]
(stamp of organisation) (¥t E1)



APPENDIX 1 TO THE STANDARD CONTRACTUAL CLAUSES
REZHRIRD FI

This Appendix forms part of the Clauses and must be completed and signed by the parties.
KRR RZHIDO—EERT IO THY . REFELZAD LASBBFICKYBRZINGITNIEGESLL,

The Member States may complete or specify, according to their national procedures, any additional
necessary information to be contained in this Appendix.

EUMBEIX. ZOEMEICKYRFRICEMDLEFEREFLATHIELTEHR T ITTEEL,
Data exporter T—#4#fHE

The data exporter is (please specify briefly your activities relevant to the transfer)
(BERICBAE T 5T — ML EDE R - EHBZUTIZERE):
[ ]

Data importer T—4XEASE

The data importer is (please specify briefly activities relevant to the transfer)
(BERICBET 5T —FMABT DB X - EHET LUTICERE):
[ ]

Data subjects T—2 X

The personal data transferred concern the following categories of data subjects (please specify)
BESNBEAT 2RI T—2EAEDOATI)— (LUTFIZEEE):
[ ]

Categories of data AAT—2DHTI)—

The personal data transferred concern the following categories of data (please specify)
BEINBABEAT—20HTI)— (LU TFIZEEED:
[ ]

Special categories of data (if appropriate) BERRIZFFMOATI)—DBEAT—ENEENIEE
The personal data transferred concern the following special categories of data (please specify)
BESNB5EAOHTI)—DEAT—2 (LLTIZEE):

[ ]

Processing operations LEDARE

The personal data transferred will be subject to the following basic processing activities (please specify)
BESNABEAT 2L THSINSNEDO AR (UL TIZEE):
[ ]

DATA EXPORTER T—4ifi A&
Name BFF [ ]
Authorised Signature IEH#ERHIEIZLDESR [ ]



—_

DATA IMPORTER T¥9$ﬁrﬁJ&%
Name &FF [ ]
Authorised Signature IE HH#ERHIEIZLDESR [



APPENDIX 2 TO THE STANDARD CONTRACTUAL CLAUSES
REZHRIRD K2

This Appendix forms part of the Clauses and must be completed and signed by the parties.
KRR AZPID—EERT IO THY . REFERLZAD LABBFICKYBRZINGITNIEESEL,

Description of the technical and organisational security measures implemented by the data importer in
accordance with Clauses 4(d) and 5(c) (or document/legislation attached)

54 RKADBELVE 5 FOIZHEWNT —FHAZICKVELONIRNERMME LB X 1) T—1EE
DAE (LUTICRREFLAHRICFEE):
[ ]



ILLUSTRATIVE INDEMNIFICATION CLAUSE (OPTIONAL)
BIRFROBI (AT aVEH)

Liability tH{EEE
The parties agree that if one party is held liable for a violation of the clauses committed by the other party,

the latter will, to the extent to which it is liable, indemnify the first party for any cost, charge, damages,
expenses or loss it has incurred.

WINADLEESEFADOLEAZNERICELEERESEHERSIES . ARERSFEHE. E0E
DITIFITREREICEVWT. MFALFEHICELLER HE BERES. IHFBFBREMET S
DET %,

Indemnification is contingent upon:

BL. COMEF. ROLETOFIEEZEHET D,

(a) the data exporter promptly notifying the data importer of a claim; and
T—REHENT —ABMAB T —2ERDODFEREROHIEMT HE,

(b) the data importer being given the possibility to cooperate with the data exporter in the defence and
settlement of the claim (*4)

T—AEMAEICHL, T—AEEE LG AL THEBERITHTIHHELVBREITORENEIONDE
(%4) ,

(*4) Paragraph on liabilities is optional.

CEHOAREFIEEFA T avEETHS,



7. SCC ZHUEHM—FREN

SO 7 T, 4(7—RIZISCT=@ 7R SCC £ DARFIDHfE) TE ALE-—ERZMDRERE—HEZHD
AXDEE-RE-FHOEER(EFER)ETT,

(). —FERHOEEK FE)

POWER OF ATTORNEY

FEK
[ 1, a corporation duly organized and existing under the laws of [ 1,
having its principal offices at [ 1 (“Principal”) hereby appoints
[ 1 (“Agent”) as the Principal’s attorney—in—fact to execute the agreement the draft

of which is attached hereto (“Agreement”) for the Principal in the Principal's name.

[ ] OFRBICEDEESISHRISINAERL [ 1 ICESEBMERT
Sl JIATFIARANIEVND) K. REEIRIZKY. [ 112

L, ARERICZDENRASNTOSRZN (TR D ZE. AANDLHNDEAND BRI THIFET D, AA
DRIEBEAELTESRT S

The Agent shall execute the Agreement by the time designated by the Principal and, immediately after the
execution thereof, provide the Principal with an electronic copy of the signed Agreement. The original copy

thereof shall be kept by the Agent for and on behalf of the Principal.

REANL, BHERAIMEE T OHETITHE T DD LL, HRBRRELICERFARNDEFIE—ZX
ANRETHELDET B, BELEFARHDEREIKEBADNRAD=ZOERNZRDYRET HLDET S,

The Agent shall have an authority to appoint a subagent to execute the Agreement pursuant hereto.
REAF. RFERICHEV R ZHE T HIEREBAZEITHEREZEIHLDET S,

The Agent shall notify the Principal in writing of the name of the subagent immediately after the
appointment.

REAZ. AZERBAZBERELIZAANICHLZOELFEED CTENTHEDET D,

(f253] HIAIE. REBEALLTEIRSHARIERZEAL. RRICEZORKRIMMHERNEKREBALLTHE
B HBRSHEFHRONBAELARK(SCOIZERTHILEFEHELTLS,

The Agent shall accept and perform all the above services with no compensation.
REAE, EREODEFEZLETHRMNGLTEIEZITITIEDET S,

This Power of Attorney is effective as of ,20__ and shall continue to be

effective until the Principal revokes it.

AEERKE 20 F A B AZELRANBET ETERET S,



This Power of Attorney shall be construed in accordance with and governed by the laws of
without reference to principle of conflicts of laws.

ARRHE EDEMORAICEST . DERICHEVERSNENT HIDET D,

The Principal & A

Company Name: [ ]
By: [ 1(E4)
Printed Name: [ 1GEFAREKA)

Title: [ 1(1% 844 )



(2). SCo(AEEE) ZHUTHM—ERH (FAR)

(Contract ID: SCC-C XXXXXX)

DATA TRANSFER AGREEMENT
BEAT 52BN

Between

(List of data exporters located in EEA countries)
(EEA MBEOT—FHHEDXF)

Company name Address and country of establishment

hereinafter each referred to as the “data exporter”
UTZEhEThE(TT—28HE 1E0ND)
and

(List of data importers located in non—-EEA countries)

(JEEEA MMBEDT—2EMAZ D) X)

Company name Address and country of establishment

hereinafter each referred to as the “data importer.”
UTENETNE((T—28HEE1ELD)

The data exporter and the data importer are each referred to as a “party” and together referred to as the
“parties.”

UTF. T—38HERS IV T —2AAZZ. BRCEIURIFLTIAEE &LV,

(LLF Definitions /5 VI ETHBE EIELL)
(SCC(REHEE)-Set I KAXKE)

Dated(B{t): [ ]



[Option 1: £H4HEFELAHK]

FOR DATA EXPORTER F—4EaHE

Company name Printed name and title of the signer

Signature

FOR DATA IMPORTER TF—4i§i A&

Company name Printed name and title of the signer

Signature

[Option 2: EEA {HI-JE EEA fll& 1 ;EREHF K]

ON BEHALF OF ALL DATA EXPORTERS
T SHHEERELT

Printed name, company name and title of the signer

Signature

ON BEHALF OF ALL DATA IMPORTERS
ETSHAEERELT

Printed name, company name and title of the signer

Signature




ANNEX A (BI#E A)
DATA PROCESSING PRINCIPLES
(BAT—202RE8)

(NEEBE BIELL)



ANNEX B—1
Bl %K B-1

DESCRIPTION OF THE TRANSFER
BEOHME

This ANNEX applies to the transfer of the personal data from the following data exporter(s) to the following
data importer(s).

A ANNEX [FRODT—FEHEENSRDT—FBMABA~NDEAT—FDBERITERIND,
(Insert a check mark (v') in the applicable box [ 1 and fill in each bank.)

F&95 [ NIV INEANBESRRERH T HL)

data exporter T —2EfHE data importer T—AREGAE

[ ] all data exporters &T—AEHiHE [ ] all data importers ®T—42HAE

[ 1 the data exporter(s) shown below: LA F®DT | [ 1 the data importer(s) shown below:LL T~
— R DT—FEMASE:

(LL'F SCC ANNEX B DAABZiH)

(WAE(ZRSLC ANNEX B-2, ANNEX B3... Z{ERLLRSAT)



(3). SCO(AAEH) ZHHEHM—ERH (FAR)

(Contract ID: SCC-P XXXXXX)

Standard Contractual Clauses (processors)

REZNFA(HOEE)

(List of data exporters located in EEA countries)
(EEA MBEOT—28EZEDAL)

Company name Address, country of establishment, telephone and fax numbers and e—
mail address

hereinafter each referred to as “data exporter”
UTEnThzE(I7—28HEE &)
and

(List of data importers located in non—EEA countries)

(JEEEA MBEDOT—2EHED) X)

Company name Address, country of establishment, telephone and fax numbers and e—
mail address

hereinafter each referred to as “data importer.”
UTENETNE((T—28HEE1ELD)

The data exporter and data importer are each referred to as a “party” and together referred to as the
“parties.”

UTF.,. T3 ER IV T—28AEZ, BB LUTRMLTIHEE 1LV,
(LA F"HAVE AGREED ....”h\ Clause 12 ETHERIE {BIELL)
(SCC(®LEE) AXKE)

Dated(B{1): [ ]

[Option 1: 2LEEHEELZHF K]



On behalf of the data exporter

TREHEEREBHRILT:

Company name (written Printed name and position of the Signature
out in full) and address signer
On behalf of the data importer
T—ABMAFEREB(HR)LT:
Company name (written Printed name and position of the Signature
out in full) and address signer
[Option 2: EEA |- 3JE EEA A& 1 1A
On behalf of all data exporters
ST —ARHEEZRELT:
Signer’s printed name, company name and position Signature
On behalf of all data importers
T AMEEERELT:
Signer’s printed name, company name and position signature




APPENDIX 1-1 TO THE STANDARD CONTRACTUAL CLAUSES
REZHRIRD FIHE1-1

This Appendix applies to the transfer of the personal data from the data exporter(s) to the data importer(s),

both identified in the signature portion at the end of this Appendix and forms part of the Clauses and must
be completed and signed by the parties.

A Appendix [d. & Appendix REDE LW CHESN =T —3HEENST—IHAE~DBEANT—2D
BERISERAIN, RZHO—HERLTEOTHY . v ERHEAD LLUFEFICKYBRASNEGITIIELSE
LYo

(U TSR AR B IELL)

[Option 1: £L4EFERAR]

DATA EXPORTER F—4i§iHH&

Company name (written Printed name and position of the signer | Authorized signature
out in full)

DATA IMPORTER F—4#iAE

Company name (written Printed name and position of the signer | Authorized signhature
out in full)




[Option 2: EEA {HI-JE EEA & 1 #tREBHFR)

On behalf of all data exporters
T —AMEEERELT

Printed name, company name and title of the signer Signature

On behalf of all data importers
ET—RMABERELT

Printed name, company name and title of the signer Signature

(WZEIZIGL APPENDIX 1-2, APPENDIX 1-3 ... #{Em LR



8. SCC HlI#fRZ = -iE - HIEREEH (FAFE)

AT DEY . SCCREEE)D VI (X, BEIZIGLAIME B (FBERDFHM) D EMFFEN A EETH DL
("The parties may execute additional annexes ..”) BLURIMNS I B (CEBDIATDBIEEERH TE
%5 & ("be drafted to cover multiple transfers”) MBAGEESN THY ., At ld SCCGHLIEE) D HIFK 1 (LI
FEOABR)LEBETH A, BEMAAIEETHA L LEFIFDZE B LHIBRDI=H DL AIRELRETH S,
UTIE. ZOEIGEE-EM-HIROI-ODEHNDE(EEE) TH5,




AMENDMENT AGREEMENT TO SCC (NO. )
SCC EH# (NO. )

This amendment agreement (“Amendment”) is made between the following parties to amend, add or delete
the annex or appendix of the agreement identified below (the “Original Agreement”) which includes the

standard contractual clauses for the transfer of personal data from the European Economic Area to third
countries ("SCC”).

ALEEZH(TEEEZND T ROLEERTHESN ., LTICRET 526 (BMEFREMAE=ZEA
DEANT —ERBED-HDIFERHEIR(TSCCHZEEL) (TR ) DRIMKELE. BMETHIFRT S
LDTHS,

The Original Agreement
[RE2HY

Check | Type of SCC Name of Agreement Effective Date and ID No. (if any)
(%) SCC NBAF 24 EMBBLIVGLHNIE) BHES

[ ] | SCC (controller) | Data Transfer Agreement
[ ] | SCC (processor) | Standard Contractual Clauses
(processors)

(*) “Check” herein means to insert a check mark (V) in the applicable box [ 1.
AREBIEZHUNT Check” &lE. ZHT B[ IRIZT/ JENEANDEEZERT D,

The Parties
HEH

Name Address Country of establishment

Data Exporter

Data Importer

The Amendment

TERAE
The Parties agree:
HMEBFIUTOEEYEET D,
Check Type of Amendment
EFEAR
[ 1 | To replace the following annex or appendix of the Original Agreement with the one attached
hereto.
RDIRZHKID annex F1=[& appendix ZAREBEEZMICHASN-LDEELEZ D,
[ ] To add the annex or appendix attached hereto to the Original Agreement.
[REBHI AR E B EZH (RSN T= annex FT=Id appendix ZBINT 3,
[ 1 | To delete the following annex or appendix of the Original Agreement in its entirety.
RDOBRELID annex FET=Id appendix DEEFZEHIRT B,




The annex or appendix of the Original Agreement to be replaced or deleted is as follows:

ELBAFITEIBREINAREREZLID annex FT=Id appendix [FLLTDEYET S

Check The annex or appendix
[ 1 | ANNEX B to the SCC (controller)/Data Transfer Agreement identified as above.
[ 1 | APPENDIX 1 to SCC (processor)/” Standard Contractual Clauses (processors)” identified as
above.

[ 1 | APPENDIX 2 to SCC (processor)/” Standard Contractual Clauses (processors)” identified as
above (Description of the technical and organisational security measures implemented by the
data importer)

The Effective Date of This Amendment
AZEEZHORA

The effective date of this Amendment shall be

AEBERMDOFEMB L &%

IN WITNESS WHEREOF, the parties have caused this Amendment to be executed by their duly authorized
representatives.

AREHNEIT 50 HUFEEL. ThENDELCRIESN-HAREBZLTEREZHNICEL ELOT -,

Data Exporter

Company Name: [ ]
By: [ 1(E%#&)
Printed Name: [ 1CEFHREKA)
Title: [ 1(=E4)

Data Importer

Company Name: [ ]
By: [ 1(E4)
Printed Name: [ 1GEFARKA)

Title: [ (1% 4)



(Attach here the new annex or appendix replacing the old one or to be added.) (IH annex FE7=IX appendix
[ZH> TR B EILEMEINBREEH annex £1=(F appendix ZZZITHATTHIE)
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